
silicon.dna@sdna.lu 

DeMaSy ERP software 
 

 

 

DeMaSy SECURITY 

 

- The SQL database is password protected by default.  

- User setting and rights management are located in DeMaSy utilities and not in the DeMaSy main 

application itself. User Administrator can thus be defined as a user accessing DeMaSy utilities without 

being a user accessing DeMaSy software. 

- For recovery and security reason Administrator user cannot be removed/ deleted. 

- To be noted that access rights of the application are completely independent and very extended. 

- Administrator define Groups of rights and assign users to group of rights as on a network. 

Each Group of right can be granted read, write, edit and delete access right to any screen and/or process 

of the software. 

 

TAB SECURITY PASSWORD OF DEMASY UTILITIES 
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 MANAGE YOUR BUSINESS WITH ONLY ONE SOFTWARE 

   

 

 

 

DEMASY PASSWORD 

DeMaSy allows to select a standalone password management and password checks is done inside the 

application itself. 

 

 
 

If Option “use advanced security” is not selected Encryption is done by a homemade algorithm 

If the option “use advanced security” is selected encryption is done based on microsoft method AES256. 

 

ACTIVE DIRECTORY 

When this selection is active, DeMaSy uses active directory of the Domain (mostly used by clients) and 

password are no longer stored and managed in DeMaSy. 

 

 
 

AUDIT TRAIL 

Clients having subscribed the audit trail module are able to trace all the transactions made on the rights  

 

 

 
 


